
www.ijecs.in 
International Journal Of Engineering And Computer Science ISSN:2319-7242 
Volume – 5 Issue -02 February, 2016 Page No. 15841-15844 

 

 

D. Dhayalan, IJECS Volume 05 Issue 2 February 2016 Page No.15841-15844 Page 15841 

Overcoming Circumstances Caused by Jammer Using Time Interval / 

Sampling Method 

D. Dhayalan
1
 R. Preethi

2
 

dhayalan@velhightech.com  pretivjy754@gmail.com 

Veltech Hightech Engineering College, Avadi, Chennai. 

Abstract: 

The timing pathway is a fully-organized pathway for exchanging the ideas in which they are encoded by the timing 

within events. Absolutely, whilst a jammer has the power to disorganize the data gathered in the stormed packets. Timing data 

is not able to be jammed. As long as on a blocked pathway the data can deliver to the acceptor and achieve their results. The 

transmission located in the wireless midway is determined by the familiar attack called as jamming attack. Below this attack, 

because the knot join with the jammer have contrary interests, their communications can be designed by the method of game 

theory.  

Correspondingly, in this summary a game theoretic imitation of the interplay among nodes with the help of timing 

pathways to attain flexibility to jamming intrusion along with a jammer copied and guessed. Especially, the Nash equilibrium 

is analyzed in some kinds of time period, singleness, and merging below best response dynamics. Moreover, the case in 

whatever the interacting nodes decide their plan of action join with the jammer respond correspondingly is designed and 

estimate as a stackelberg game, by in the view of a pair the perfect and imperfect acquaintance of the jammers efficiency 

function. It will show the collision of network framework on the arrangement performance. 
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1. Introduction: 

The timing pathway is a transmitting pathway which use 

silence intervals within the continuous transmissions to 

encrypt information. In recent times, the utility of timing 

pathway has been determined in the wireless dominion to 

cooperate short rate, energy efficient transmissions in addition 

to hidden and flexible communications. In this summary we 

target the flexibility of timing pathway to jamming attacks. 

Almost, this initiative can entirely disturb the interactions 

whereas the jammer constantly it explore a huge power 

threating signal, i.e. during repeated jamming is accomplished. 

In spite of, repeated jamming is pure expensive in conditions 

of energy consuming for the jammer. That is the logic how 

best scheme based on energy compulsion since a jammer.eg: 

During the jammer is battery energize non-repetitive jamming 

specific as receptive jamming is designed. Here the jammer 

repeatedly accepts done the wireless pathway and give 

impulse to the communication of a huge power disrupting 

signal nearly it find an ongoing communication action. 

Efficiency of conscious jamming has been determined and it’s 

even cost designed. 

Timing pathways are higher even though not totally allowed 

against conscious jamming attacks. Actually, the interrupting 

signal activate its disrupting action opposite to the 

transmission only later analyze an ongoing communication 

and hence later the timing data has been decrypt by the 

recipient. 

In this summary, we determine the interplay in the middle of a 

jammer and the knot whose communications are below attack, 

whatever we command target node. Respectively, we believe 

that the target knot desire to increase the quantity of data that 

can be send per unit of time by the method of timing pathway. 

Because, the jammer desire to decrease such quantity of data 

although compressing the energy amount the target knot and 

the jammer have contrary interests, we expand a game 

theoretical schema that typical their communications. We 

check out both the container in whichever these two attacker 

play their actions concurrently and the position while the 

target knot(leader) expect the action of the jammer (follower). 

To this intention, we analyze the pair of the Nash Equilibrium 

(NEs) and Stackelberg Equilibrium (SEs) of our suggested 

games. 

The main benefaction of this summary can be outline as 

follows: 1) We design the communication within a jammer 

and a target knot as a jamming game, 2) We establish the 
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duration, singleness and merging to the Nash Equilibrium 

(NE) below most excellent result in action, 3) We establish the 

duration and singleness of the balance of the stackelberg game 

place the target knot perform as a commander and the jammer 

reacts as a consequence, 4) We consider in this latest 

stackelberg scheme the force on the attainable execution on 

imperfect knowledge on the jammers efficiency action, 5) We 

control an extended numerical design which demonstrated that 

our suggested models well catching the main point following 

the operation of timing pathways, hence defining desirable 

scheme for the model and accepting of such systems. 

Correspondingly, the remainder of this summary is arranged 

as follows. Similar work is provided. In the suggested 

jamming game design is given. A theoretical analyze of the 

duration and uniqueness of the NE besides of the merging of 

the game to that equilibrium below best reacting movement is 

explained. Duration and singleness of the SE are considers, 

composed with some application consistent to imperfect 

knowledge scheme. Later, numerical results illuminated. 

Lastly, completions are drawn. 

2. Related work: 

One of the best demanding attack is jamming. Jamming 

attacks can partly as completely disturb ongoing, 

transmissions and suitable explanation have been suggested in 

different scheme. Repeated jamming attacks can be absolutely 

excessive for the jammer in conditions of energy consuming 

as the communication of jamming signal wants a meaningful, 

and stable, quantity of power. To depress energy consumption 

while attaining a high jamming proficiency, reactive jamming 

is repeatedly used. In the use and evident of jamming attacks 

in wireless interconnections are designed. In these summary 

beyond, channels to discover jamming aggressions are 

pictorial; it is feasible to find whichever generous of jamming 

aggression is continuous by admire at the signal stamina and 

another concerning network framework such as bit and packet 

error. A receptive jammer prototype is executes on a USRP2 

platform and interconnecting users are execute on MICA2 

motes. Specific explanation opposing receptive jamming have 

been suggested that use various method, specify as iteration 

skip, power control, and unjammed bits. Moreover, such 

explanations frequently depend user’s coaction and allocation, 

which efficiency not be assured in a jammed environment. 

Actually, the receptive jammer can completely disturb every 

packet send and therefore, no data can be decrypted also it 

used for this iteration. 

Timing pathway is usually used to support hidden low rate, 

energy capability and inconsiderable transactions. Also, they 

acquire suggested as anti-jamming explanations. More 

especially in Suggested an anti-jamming timing pathway that 

use inter-arrival times in the middle of jammed packets to 

encrypt data to be send, display how timing pathway are fit to 

assured low rate transactions although a receptive jammer is 

disturbing communicated packets. Usually, in two restraining 

acceptance are formed, that is, 1) to behave an attack, the 

jammer first has to identify the preface of a packet and, 2) the 

jamming signal is interacted while the jammer functioning 

activity on the pathway. In a study of energy consuming and 

efficiency of a receptive jammer attack opposing timing 

pathway is given. The jammer is to alter its attack turn to on 

network function. Therefore, in summary it is usually guess 

that the jammer plays as an admirer after the controller, while 

the target knot has declared its position. Such a scheme can be 

designed as a stackelberg game is suggested to design the 

transactions within the target nodes and a sharp jammer whilst 

is capable to change its own service functions. 

To maintain a game-theoretical model of the transmissions 

within the jammer and a target node use the timing pathway. 

The target knot has the capacity to hidden data alike with the 

jammer has strongly disturbed every bits stored in a packets. 

Explain while the jamming attack is well if the signal to 

Interference ratio (SIR) of the initiative node steady at the 

acceptor side is more than the one of the target knot. In our 

way, alternatively we do not create any acceptance on the SIR 

as, by use our suggested timing pathway is executed, it has the 

capacity to communicate some data whilst on a jammer has 

fortunately cooperated with every packet. The two acceptance, 

especially we guess that 1) to begin an attack the jammer has 

only to find a suitable continuous communication activity, 2) 

the interactions of the jamming connections are not certainly 

stops when the packet interaction by the target knot ends, 

particularly, the jammer is apt to present some communication 

delay in timing pathway transmissions by reaching its 

jamming connection time. 

3. Game Model: 

Allow us to examine the scheme of the two wireless knots, 

such as transmitter and a receiver, need to transfer, whilst as a 

malicious knot goals at disturbing their transactions. For this 

use, we analyze the malicious knot kill a receptive jammer 

attack on the wireless pathway. In this, we mention the 

malicious knot as the jammer J, and the communicating knot 

below the attack as the target knot, T. A jammer begins to 

diffuse the jamming signal. Time period within the jamming 

signal and the packet interactions are started. The quantity of 

data are communicating as per unit of time in timing pathway 

rely upon the value of the clocks and the transmitting nodes. 

a. Stackelberg Game: 

In a Stackelberg game one of the players compose the 

controller by expect the best reaction of the admirer. In our 

scheme, the jammer hit its action while a transaction from the 

target node is find on the supervise pathway; hence it is 

common to analyze that the target node plays as the 

commander proceed by the jammer. Certainly, provide the 

action of the target knot x, the jammer will act in the action 

that increases its use, therefore, the perfect result. This ordered 

design of the game permits the commander to exploit a use 

which is at most equal to the efficiency exploited in the 

normal game G at the NE, if we guess perfect knowledge, 

therefore, the target node is entirely alert of the efficiency 
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function of the jammer and its values, and hence it is apt to 

valuate. Henceforth, if some values in the efficiency function 

of the jammer are concealed at the target node. The imperfect 

knowledge case, the beyond response is no more assured as it 

is never to evaluate the correct form. In this area, we 

summarize the stackelberg game and given valuable response 

back its balance points, analyze to as stackelberg Equilibrium 

(SEs). 

b. Perfect knowledge: 

Below the perfect knowledge acceptance, the target knot will 

select (x) in a specific method that is increase, where can be 

enumerate by renewal assertion. Below the perfect knowledge 

acceptance, the target knot select x in a specific method that is 

increased, where it can be enumerate by renewal assertion. 

The jammer cannot jam the pathway until using Stackelberg 

equilibrium. Moreover, we expose that the commander can 

develop its efficiency at the Stackelberg equilibrium. 

c. Imperfect Knowledge: 

Presently examine the link of imperfect knowledge on the 

storage limits. We analyze that the select approach in the 

stackelberg game. Consequently, the value is wanted to 

decide. Moreover, it is moderate to guess that in real scheme 

the parameters are not applicable at the target node, hence 

rather, only analytical data one the allocation are likely 

accepted. Allow us to prove the chance compactness function 

of the design less variable symbolize the weight limit. We also 

guess the function replay the action of the target knot and 

hence the storage limit for the jammer. 

d. Reactive Jammer: 

It summarize about the jammer silence while the pathway is 

ineffective. Communicate signal almost it functions the 

activity on the pathway is commonly one. In spite of 

functioning the pathway is ON all period and it cannot through 

energy. Anti-jamming method includes the jammer to use 

repeated or spot interaction of huge-power intervene signal 

with a pair of steps. Presently, the jammer will establish the 

energy into jam density bands of interest. Moreover, it only 

suit for External threat model. In Internal threat model the 

engaged receivers knows the cipher to protect communication 

and so the news casting transactions is accessible. 

 

  Fig:-1 System Architecture of jamming attacks 

4. MODULES: 

 
 Nash Equilibrium Analysis 

 Uniqueness of Nash Equilibrium 

 Existence of Nash Equilibrium 

 Convergence of Nash Equilibrium 

 

4.1 Nash Equilibrium Analysis: 

The Nash equilibrium is an approach of game theory concept 

wherever the optimum effect of a game is one whichever no 

one has an inspiration to diverge and it apart from his or her 

selecting process below in view of a challenger selection. In 

general, a specific one can acquire no additional profit and it 

apart from the strategies, overweening other players stay 

stable in their actions. It’s the action of certain pathway when 

no player has insistence to diverge concerned. One can able to 

analyze the way of NE and its values are view at the most 

reacting functions. A best reacting function is above the 

efficiency function of a player, given the challenger’s action 

profile. 

4.2 Existence of the Nash Equilibrium: 

It is familiar that the intersecting points are within the NEs 

game. Hence, to describe the duration of at most one NE, it 

enough to verify that it have one or many junction points. 

Moreover, it is adequate to detect one or many pairs. To this 

aim, in the sequence of giving some basic effects of the 

efficiency function, will helpful for solving. 

4.3 Uniqueness of the Nash Equilibrium: 

Let us describe the uniqueness of the NE, therefore, there is 

only one action profile specify that no one can motive to bend 

one side. 

4.4 Convergence to the Nash Equilibrium: 

Currently study the merging of the game to the NE while 

players ensure Best Response Dynamics (BRD). In BRD the 

game begins from some starting point and join with the pair of 

every following step, every players acts its action by 

consecutive its perfect result function. 

5. Conclusion: 

In the scenario, we have suggested a game-theoretic method of 

the transactions within a jammer and interaction node that a 

use a timing pathway to develop flexibility to jamming 

attacks. Analytical values of the efficiency functions of both 

players are designed and used to confirm the duration and 

singleness of the NASH Equilibrium. The merging of the 

game to the NE has been learned and confirmed by determine 

the best reacting movement. Hence, as the receptive jammer is 

guessed to begin communicating its clashing signal only 

behind identifying action of the edge below attack, stackelberg 

game has been correctly examined, and evidence on the time 



DOI: 10.18535/ijecs/v5i2.30 
 

D. Dhayalan, IJECS Volume 05 Issue 2 February 2016 Page No.15841-15844 Page 15844 

period and singleness of the stackelberg balance has been 

maintained. Lastly, the case of imperfect knowledge around 

the values has also been examined our suggested models 

successfully taking the major causes about the usable of 

timing pathway therefore defining a assuring scheme for the 

formation and accepting of specific systems. 
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